**Введение**

Ключевой частью Вашей работы в качестве администратора является создание учетных записей пользователей, и эта глава покажет Вам, как это делается.

Учетные записи пользователей позволяют Microsoft Windows 2000 отслеживать информацию о пользователях и управлять их правами доступа и привилегиями. При создании учетных записей пользователя, основными средствами управления учетными записями, которые Вы используете, являются:

|  |  |
| --- | --- |
| • | Оснастка Active Directory – пользователи и компьютеры (Active Directory Users And Computers), используемая для управления учетными записями в пределах домена Active Directory. |
| • | Оснастка Локальные пользователи и группы – для управления учетными записями на локальном компьютере. |

В этой главе описывается создание учетных записей домена, а также локальных пользователей и групп.

**Предварительная настройка и организация учетной записи пользователя**

Наиболее важными аспектами создания учетных записей является предварительная настройка и организация учетных записей. Без подходящих политик Вы вскоре обнаружите, что Вам нужно переделывать все учетные записи пользователей. Поэтому, до создания учетных записей, определите политики, которые Вы будете использовать для их настройки и организации.

**Политики присвоения имен учетных записей**

Основной политикой, которую Вам необходимо будет установить, является схема именования для учетных записей. Учетным записям пользователя присваиваются отображаемые имена и имена входа. Отображаемое имя (или полное имя) – это выводимое имя пользователя, используемое в пользовательских сеансах. Имя входа используется для входа в домен. Имена входа были коротко рассмотрены в разделе Главы 7 *«Имена для входа, Пароли и Открытые сертификаты».*

**Правила для отображаемых имен**

В Windows 2000 отображаемое имя обычно является объединением имени и фамилии пользователя, но Вы можете установить для него любое строковое значение. Отображаемые имена должны соответствовать следующим правилам:

|  |  |
| --- | --- |
| • | Локальные отображаемые имена должны быть уникальными на рабочей станции. |
| • | Отображаемые имена должны быть уникальными в домене. |
| • | Отображаемые имена должны состоять не более, чем из 64 символов. |
| • | Отображаемые имена могут содержать буквенно-цифровые и специальные символы. |

**Правила для имен входа**

Имена входа должны соответствовать следующим правилам:

|  |  |
| --- | --- |
| • | Локальные имена входа должны быть уникальными на рабочей станции, а глобальные – уникальными в домене. |
| • | Длина имени входа может достигать 104 символов. Однако использование имён длиннее 64 символов неудобно. |
| • | Имя входа Microsoft Windows NT версии 4.0 или более ранних имеют все учетные записи, его значением по умолчанию являются первые 20 символов имени входа Windows 2000. Имя входа Microsoft Windows NT версии 4.0 или более ранних версий должно быть уникальным в домене. |
| • | Пользователи, осуществляющие вход в домен с компьютера, работающего под управлением ОС Windows 2000, могут использовать имена входа Windows 2000 или имена входа, совместимые с Windows NT версии 4.0 и более ранними версиями, независимо от режима работы домена. |
| • | Имена входа не могут содержать некоторые символы. Недопустимыми символами являются:  " / \ [ ] : ; | = , + \* ? < > |
| • | Имена входа могут содержать любые другие специальные символы, включая пробелы, точки, тире и подчеркивания. Но, как правило, использовать пробелы в учетных записях не рекомендуется. |

**Примечание.** Хотя Windows 2000 хранит имена пользователей в том же регистре, что был использован при вводе, они не являются чувствительными к регистру. Например, Вы можете получить доступ к учетной записи «Администратор», используя имя пользователя «Администратор» или «администратор». Таким образом, имена пользователей не чувствительны к регистру, хотя строчные и заглавные буквы в них поддерживаются.

**Схемы именования**

Известно, что в небольших организациях в качестве имен входа обычно используются имена или фамилии пользователей. Но в организации любого размера может быть несколько Томов, Диков и Гарри. Лучше сразу выбрать правильную схему присвоения имен и убедиться, что другие администраторы используют её, чем переделывать схему именования при возникновении проблемы. Для присвоения имен Вам следует использовать согласованную процедуру, которая обеспечит поддержку расширяющейся базы пользователей, уменьшит вероятность возникновения конфликтов имен, и будет гарантировать, что учетным записям присвоены безопасные имена, предотвращающие их использование не по назначению. Если Вы последуете этим рекомендациям, то типы схем присвоения имен, которые Вы можете использовать, включают:

|  |  |
| --- | --- |
| • | **Имя и первая буква фамилии пользователя.** Для создания имени входа соедините имя пользователя и первую букву его фамилии. Для William Stanek используйте имя «*williams*. Эта схема присвоения имен не подходит для больших организаций. |
| • | **Первый инициал и фамилия пользователя.** Для создания имени входа соедините первую букву имени пользователя с его фамилией. Для William Stanek используйте имя «*wstanek*»*.* Эта схема присвоения имен также непрактична для больших организаций. |
| • | **Первый инициал, второй инициал и фамилия пользователя.** Для создания имени входа соедините первый инициал, второй инициал и фамилию пользователя. Для William R. Stanek Вы могли бы использовать имя «*wrstanek*». |
| • | **Первый инициал, второй инициал и первые пять букв фамилии пользователя.** Для создания имени входа, соедините первый инициал, второй инициал и первые пять букв фамилии. Для William R. Stanek используйте имя «*wrstane*». |
| • | **Имя и фамилия пользователя.** Соедините имя и фамилию пользователя с помощью символов подчерк ( \_ ) или тире ( - ). Для William Stanek Вы могли бы использовать имя «*william\_ stanek*» или «*william-stanek*». |

**Совет.** В условиях повышенных требований к безопасности Вы можете задать в качестве имени входа числовой код. Этот числовой код должен быть не короче 20 символов. Используйте этот строгий метод присвоения имен в сочетании со считывателями смарт-карт, чтобы позволить пользователям быстро входить в домен. Вы можете не волноваться, поскольку у пользователей останутся отображаемые имена, которые могут читать люди.

**Политики паролей и учетных записей**

Учетные записи Windows 2000 используют пароли и открытые сертификаты, чтобы удостоверять доступ к сетевым ресурсам. Данный раздел посвящен паролям.

**Безопасные пароли**

Пароль – это чувствительная к регистру строка, которая содержит до 104 символов в Службе каталога Active Directory и до 14 символов в Диспетчере безопасности Windows NT (Windows NT Security Manager). Допустимыми символами для паролей являются буквы, цифры и специальные символы.

После установки пароля для учетной записи, Windows 2000 сохраняет его в зашифрованном формате в базе данных учетных записей.

Недостаточно просто иметь пароль. Чтобы избежать неавторизованного доступа к сетевым ресурсам, нужно использовать *безопасные пароли.* Разница между обычным и безопасным паролем заключается в том, что безопасный пароль трудно угадать и взломать. Трудными для взлома пароли делает комбинация всех возможных типов символов – включая строчные и заглавные буквы, цифры и специальные символы. Например, вместо использования **happydays** в качестве пароля, используйте **haPPy2Days&**, **Ha\*\*y!dayS**, или даже **h\*PPY%d\*ys**

К сожалению, неважно насколько безопасный пароль Вы первоначально установите, поскольку в конечном счете, пользователь выбирает пароль самостоятельно. Поэтому Вам потребуется настроить политики для управления учетными записями. Политики для управления учетными записями являются подмножеством политик, конфигурируемых как групповая политика.

**Установка Политик для управления учетными записями**

Как Вам уже известно из предыдущих разделов, Вы можете применять групповые политики на различных уровнях внутри сетевой структуры. Вы настраиваете локальные групповые политики в соответствии с описанием в разделе «*Управление локальными групповыми политиками»* Главы 4.

Как только Вы начали работать с нужным контейнером групповой политики, Вы можете настроить политики, выполнив следующие шаги:

|  |  |
| --- | --- |
| 1. | Найдите узел **Политики учетных записей (Account Policies)**, спускаясь по дереву консоли. Разверните **Конфигурация компьютера (Computer Configuration)**, **Конфигурация Windows (Windows Settings)** и затем **Параметры безопасности (Security Settings)**, как показано на рисунке 8-1 |
| 2. | Теперь можно управлять политиками учетных записей через узлы **Политика паролей (Password Policy)**, **Политика блокировки учетной записи (Account Lockout Policy)** и **Политика Kerberos (Kerberos Policy)**.  **Примечание.** Политики Kerberos не используются для локальных компьютеров, они доступны только для групповых политик, которые относятся к сайтам, доменам и подразделениям.  **Рисунок 8-1. Для установки политик паролей и общего использования учетных записей используйте содержимое узла Политики учетных записей. Дерево консоли отображает название компьютера или домена, который Вы конфигурируете. Убедитесь, Что Вы конфигурируете нужный сетевой ресурс.**  **Рисунок 8-2. При работе с локальными политиками Вы увидите как локальную, так и действующую политику.** |
| 3. | Чтобы начать конфигурирование политики, дважды нажмите на неё или щелкните по ней правой кнопкой мыши и выберите **Свойства (Properties)**. Откроется диалоговое окно **Свойства (Properties)** для данной политики. |
| 4. | Для локальной политики диалоговое окно **Свойства (Properties)** такое же, как показано на Рисунке 8-2. Действующая для компьютера политика отображена, но недоступна для изменения. Несмотря на это, Вы можете изменять параметры локальной политики. Используйте поля, предназначенные для конфигурирования локальной политики. Для локальной политики пропустите остающиеся шаги - эти шаги используются для глобальных групповых политик.  **Примечание.** Политики сайта, домена и подразделения имеют преимущество над локальными политиками. |
| 5. | Для сайта, домена или подразделения окно **Свойства (Properties)** такое же, как показано на Рисунке 8-3.  **Рисунок 8-3. Определяйте и конфигурируйте глобальные политики групп, используя диалоговое окно Свойства (Properties) для каждой из них.** |
| 6. | Все политики либо определены, либо не определены. Это значит, что они либо сконфигурированы для использования, либо нет. Политика, которая не определена в текущем контейнере, может быть унаследована от другого контейнера. |
| 7. | Установите или снимите флажок «Определить следующие параметры политики в шаблоне», чтобы указать, определена политика или нет. |

**Совет.** Политики могут иметь дополнительные поля для их конфигурирования. Обычно этими полями являются переключатели **Включен** и **Отключен**. **Включен** задействует ограничения политики, **Отключен** их отменяет

В следующих разделах данной главы *«Настройка политик паролей», «Настройка политик блокировки учетных записей» и «Настройка политик Kerberos»* описаны отдельные процедуры для работы с политиками учетных записей. Следующий раздел данной главы *«Просмотр действующих политик»* расскажет Вам больше о просмотре действующих политик на локальном компьютере.

**Просмотр действующих политик**

Во время работы с политиками учетных записей и присвоением прав пользователей Вам часто бывает необходимо просмотреть политику, действующую на локальную систему. Действующей является применённая на данный момент политика и, как описано в Главе 4 *«Управление Групповой политикой»*, она зависит от последовательности, в которой политики были применены.

Выполните следующие шаги, чтобы просмотреть политику, действующую на локальную систему:

|  |  |
| --- | --- |
| 1. | Откройте параметры локальной политики для системы, с которой Вы хотите работать, как показано в разделе Главы 4 «*Управление локальными групповыми политиками*», или выберите **Параметры локальной политики (Local Policy Settings)** в меню **Администрирование (Administrative Tools)** (если эти инструменты установлены и Вы работаете на компьютере, который хотите проверить). |
| 2. | Откройте узел политики, которую Вы хотите проверить. На Рисунке 8-4 изображен узел Политика паролей. |
| 3. | В случае локальных политик, графа **Параметры компьютера (Computer Management)** заменена графами **Локальные параметры (Local Setting)** и **Действующие параметры (Effective Setting)**. Графа **Локальные параметры (Local Setting)** отображает параметры локальной политики. Графа **Действующие параметры (Effective Setting)** отображает параметры политик, примененные на данном локальном компьютере. |
| 4. | Если Вы столкнулись с конфликтами политик, пересмотрите разделы «*В каком порядке применять несколько политик?*» и «*Когда применяются групповые политики?*» Главы 4. |

**Настройка политик учетных записей**

Как Вы узнали из предыдущего раздела, существует три типа политик для управления учетными записями: политики паролей, политики блокировки учетных записей и политики Kerberos. Следующий раздел описывает настройку каждой из этих политик.

![](data:image/png;base64,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)

Рисунок 8-4. Локальные политики отображают как действующие параметры, так и локальные параметры.

**Настройка политик паролей**

Политики паролей контролируют безопасность паролей и они включают:

|  |  |
| --- | --- |
| • | Требовать неповторяемости паролей |
| • | Максимальный срок действия паролей |
| • | Минимальный срок действия паролей |
| • | Минимальная длина пароля |
| • | Пароль должен отвечать требованиям сложности |
| • | Хранить пароли всех пользователей в домене, используя обратимое шифрование |

Использование этих политик описано в следующих разделах.

**Требовать неповторяемости паролей**

Политика «Требовать неповторяемости паролей» определяет, как часто старые пароли могут быть использованы повторно. С помощью этой политики Вы можете побудить пользователей к выбору паролей, не входящих в общеизвестный набор. Windows 2000 может хранить до 24 паролей для каждого пользователя, но по умолчанию хранит в истории паролей только один.

Чтобы выключить эту функцию, установите размер истории паролей равным нулю. Чтобы включить – установите длину истории паролей, используя поле «хранимых паролей». В этом случае Windows 2000 будет отслеживать старые пароли с помощью истории паролей, которая уникальна для каждого пользователя, и пользователи не смогут заново использовать любой из хранимых паролей.

**Примечание.** Вы не должны разрешать пользователям менять пароли немедленно, чтобы они не смогли обойти политику «Требовать неповторяемости паролей». Это помешает пользователям изменять свои пароли несколько раз подряд, чтобы вернуться к старым паролям.

**Максимальный срок действия паролей**

Политика «Максимальный срок действия паролей» определяет, как долго пользователи могут пользоваться паролями перед их обязательной сменой. Целью этой политики является периодически заставлять пользователей менять их пароли. При использовании этой возможности установите значение, которое более всего подходит для вашей сети. Как правило, следует указывать тем меньший срок, чем выше уровень безопасности, и наоборот.

Срок действия пароля по умолчанию составляет 42 дня, но Вы можете присвоить ему любое значение от 0 до 999. Значение 0 означает, что срок действия пароля никогда не истекает. Несмотря на то, что, возможно, Вы хотели бы установить неистекающий срок действия пароля, пользователи должны менять пароль регулярно для поддержания безопасности сети. Если требования к безопасности высоки, подойдут значения 30, 60 или 90 дней. Если безопасность не очень важна, то подойдут значения 120, 150 или 180 дней.

**Примечание.** Windows 2000 уведомляет пользователей о приближении окончания срока действия пароля. Если до окончания срока действия пароля остается менее 30 дней, то пользователи каждый раз во время входа в систему видят предупреждение о необходимости сменить пароль в течении определенного срока.

**Минимальный срок действия паролей**

Политика «Минимальный срок действия паролей» определяет, как долго пользователи должны сохранять свой пароль перед тем, как смогут его сменить. Вы можете использовать это поле, чтобы помешать пользователям обманывать систему паролей путем ввода нового пароля и дальнейшей его замены на старый.

Windows 2000 по умолчанию позволяет пользователям изменять пароли немедленно. Чтобы помешать этому, установите определенный минимальный срок. Приемлемые значения этого параметра находятся в промежутке от трех до семи дней. Таким образом, ваши пользователи будут менее склонны к использованию бывших в употреблении паролей, располагая при этом возможностью при желании поменять их в приемлемый срок.

**Минимальная длина пароля**

Политика «Минимальная длина пароля» устанавливает минимальное количество символов для пароля. Если Вы не меняли параметры, установленные по умолчанию, Вам придется это сделать очень скоро. По умолчанию разрешены пустые пароли (пароли, в которых нет символов), что определенно не является правильным подходом.

Как правило, из соображений безопасности, Вам понадобятся пароли по меньшей мере из восьми символов. Причиной этому является то, что длинные пароли обычно труднее взломать, чем короткие. Если Вам необходимо обеспечить более серьезную безопасность, установите минимальную длину паролей 14 символов.

**Пароль должен отвечать требованиям сложности**

Помимо основных политик для управления паролями и учетными записями, Windows 2000 включает средства для создания дополнительных элементов управления паролями. Эти возможности доступны в фильтрах паролей, которые могут быть установлены на контроллер домена. Если Вы установили фильтр пароля, разрешите политику «Пароль должен отвечать требованиям сложности». В этом случае все пароли должны будут соответствовать требованиям безопасности фильтра.

Например, стандартный фильтр Windows NT (PASSFILT.DLL) требует использования безопасных паролей, которые соответствуют следующим рекомендациям:

|  |  |
| --- | --- |
| • | Пароли должны быть не менее шести символов в длину. |
| • | Пароль не должен содержать имя пользователя, такие как «stevew», или части его полного имени, такие как Steve. |
| • | Пароли должны использовать три или четыре доступных типа символов: строчные буквы, заглавные буквы, цифры и специальные символы. |

**Хранить пароли, используя обратимое шифрование**

Пароли, хранящиеся в базе данных паролей, зашифрованы. В общем случае, шифрование не может быть снято. Если Вы хотите разрешить отмену шифрования, примените политику «Хранить пароли всех пользователей в домене, используя обратимое шифрование». Пароли будут храниться с использованием обратимого шифрования и смогут быть восстановлены в аварийной ситуации. Случаи с забыванием пароля к таковым не относятся. Любой администратор может изменить пароль пользователя.

**Настройка политик блокировки учетных записей**

Политики блокировки учетных записей контролируют, как и когда учетные записи блокируются доменом или локальной системой.

Эти политики:

|  |  |
| --- | --- |
| • | Пороговое значение блокировки |
| • | Блокировка учетной записи на (Длительность блокировки учетной записи) |
| • | Сброс счетчика блокировки через |

**Пороговое значение блокировки**

Политика «Пороговое значение блокировки» устанавливает количество попыток входа в систему, после которого учетная запись будет заблокирована. Если Вы решили использовать блокировку учетных записей, нужно установить в этом поле значение, предотвращающее несанкционированное проникновение, но оставляющее достаточное количество попыток пользователям, испытывающим трудности при доступе к своим учётным записям

Основной причиной, по которой пользователи не могут получить доступ к своей учетной записи с первого раза, является то, что они забыли свой пароль. В этом случае им может понадобиться несколько попыток, чтобы войти в систему. У пользователей рабочей группы также могут быть проблемы с доступом к удаленной системе, в которой их текущий пароль не совпадает с ожидаемым удаленной системой.

Если это произойдет, несколько неправильных попыток входа могут быть записаны удаленной системой до того, как пользователь получит возможность ввести верный пароль. Причиной является то, что Windows 2000 может попытаться автоматически войти на удаленную систему. В доменном окружении этого не произойдет, благодаря функции «Один вход».

Вы можете установить для порога блокировки любое значение от 0 до 999. Значение порога блокировки по умолчанию установлено равным 0, это значит, что учетная запись не будет блокироваться из-за неправильных попыток входа. Любое другое значение устанавливает определенный порог блокировки. Помните, что чем выше значение порога блокировки, тем выше риск, что хакер сможет получить доступ к вашей системе. Приемлемые значения для этого порога находятся между 7 и 15. Это достаточно много, чтобы исключить ошибку пользователя и достаточно мало, чтобы отпугнуть хакеров.

**Длительность блокировки учетной записи**

При превышении порога блокировки, политика «Блокировка учетной записи» устанавливает её длительность. Вы можете установить соответствующее значение, используя величину от 1 до 99,999 минут, или на неограниченное время, путем установки этого параметра равным 0.

Наиболее безопасной политикой является установка неограниченного времени блокировки. В этом случае только администратор может разблокировать учетную запись. Это помешает хакерам повторить попытку получения доступа к системе и вынудит пользователей, чьи учетные записи заблокированы, прибегнуть к помощи администратора, что само по себе является хорошей идеей. Поговорив с пользователем, Вы можете выяснить, что он делает неправильно и помочь ему избежать проблем.

**Совет.** Если учетная запись заблокирована, обратитесь к диалоговому окну Свойства для данной учетной записи в оснастке Active Directory – Пользователи и компьютеры. Щелкните по вкладке Учетная запись и снимите флажок «Учетная запись заблокирована». Это разблокирует учетную запись.

**Сброс счетчика блокировки через**

Каждый раз при неудавшейся попытке входа в систему Windows 2000 увеличивает значение порога, который отслеживает число неправильных попыток входа. Политика «Сброс счетчика блокировки через» определяет, как долго сохраняется значение порога блокировки. Счетчик порога блокировки учетной записи сбрасывается одним из двух способов. Если пользователь входит в систему успешно, счетчик порога сбрасывается. Если период ожидания для политики «Сброс счетчика блокировки через» после последней неудачной попытки входа истек, счетчик также сбрасывается.

По умолчанию, установлено сохранение порога в течение одной минуты, но Вы можете установить любое значение от 1 до 99,999 минут. Как и с Порогом блокировки учетной записи, необходимо выбрать значение, которое находится в равновесии между нуждами безопасности и нуждами пользователей. Подходящее значение находится в диапазоне от одного до двух часов. Этот период ожидания должен быть достаточно большим, чтобы заставить взломщиков ждать дольше, чем им хотелось бы, перед новой попыткой получить доступ к учетной записи.

**Примечание.** Неудачные попытки входа на рабочую станцию через заставку защищенную паролем не увеличивают значение порога блокировки. Также, если Вы блокируете сервер или рабочую станцию используя Ctrl+Alt+Delete, неудачные попытки входа через окно Снятие блокировки компьютера не будут учитываться.

**Настройка политик Kerberos**

Kerberos версии 5 является основным механизмом проверки подлинности, используемым в домене Active Directory. Kerberos использует билеты службы и билеты пользователя для идентификации пользователей и сетевых служб. Как Вы догадываетесь, билеты службы используются служебными процессами Windows 2000, а билеты пользователя пользовательскими процессами. Билеты содержат зашифрованные данные, подтверждающие подлинность пользователя или службы.

Вы можете контролировать длительность билета, его возобновление и применение, используя следующие политики:

|  |  |
| --- | --- |
| • | Принудительные ограничения входа пользователей |
| • | Максимальный срок жизни билета службы |
| • | Максимальный срок жизни билета пользователя |
| • | Максимальный срок жизни для возобновления билета пользователя |
| • | Максимальная погрешность синхронизации часов компьютера |

Эти политики описаны в следующем разделе.

**Внимание.** Только администраторы, полностью понимающие пакет безопасности Kerberos, должны менять эти политики. Установка неправильных параметров для данных политик может повлечь серьезные проблемы в сети. В большинстве случаев параметры политики Kerberos, установленные по умолчанию, работают как надо.

**Принудительные ограничения входа пользователей**

Политика «Принудительные ограничения входа пользователей» обеспечивает включение ограничений пользовательской учетной записи. Например, если время входа пользователя ограничено, данная политика осуществляет это ограничение. По умолчанию, данная политика разрешена и отменять ее следует только при исключительных обстоятельствах.

**Максимальный срок жизни**

Политики «Максимальный срок жизни билета службы» и «Максимальный срок жизни билета пользователя» устанавливают максимальный срок, в течение которого билет службы или пользователя имеет силу. По умолчанию, билеты службы имеют максимальную длительность 41,760 минут, а билеты пользователя – 720 часов.

Вы можете изменить длительность билетов. Для билетов службы эффективные значения находятся в диапазоне от 0 до 99,999 минут. Для билетов пользователя – от 0 до 99,999 часов. Нулевое значение выключает истечение срока жизни. Любые другие значения устанавливают определенный срок жизни билета.

Билет с истекшим сроком жизни может быть возобновлен. Для возобновленного билета устанавливается срок жизни в соответствии с политикой «Максимальный срок жизни для возобновления билета пользователя». По умолчанию период возобновления билета составляет 60 дней. Вы можете установить период возобновления от 0 до 99,999 дней. Нулевое значение выключает максимальный период обновления, а любые другие значения устанавливают его определенный срок.

**Максимальная погрешность**

Политика «Максимальная погрешность синхронизации часов компьютера» является одной из немногих политик Kerberos, которую Вам, возможно, придется изменить. По умолчанию компьютеры в домене должны быть синхронизированы друг с другом в течение пяти минут. Если это условие не выполняется, аутентификация не происходит.

Если у Вас есть удаленные пользователи, которые входят в домен без синхронизации их часов с сетевым сервером времени, Вам может понадобиться установить этот параметр. Его диапазон - от 0 до 99,999

Первым шагом к обеспечению безопасности корпоративной сети среднего размера является понимание того, какими уязвимостями могут воспользоваться злоумышленники. Главной задачей злоумышленника, проникшего в сеть, является повышение привилегий созданного им плацдарма для получения более широкого доступа. После повышения привилегий очень тяжело предотвратить дальнейшие действия злоумышленника. Злоумышленники используют различные механизмы повышения привилегий, но чаще всего они связаны с атаками на имеющиеся в системе учетные записи, особенно, если они обладают правами администратора.

В корпоративных сетях среднего размера зачастую принимаются меры по обеспечению безопасности обычных учетных записей пользователей, а учетные записи служб остаются без внимания, что делает их уязвимыми и популярными целями злоумышленников. После получения злоумышленником контроля над важной учетной записью с высоким уровнем доступа к сети, вся сеть будет оставаться ненадежной, пока не будет полностью создана заново. Поэтому уровень безопасности всех учетных записей является важным аспектом обеспечения безопасности сети.

Внутренние угрозы, так же как и внешние, могут причинить значительный ущерб корпоративной сети среднего размера. Внутреннюю угрозу создают не только злоумышленники, но и те пользователи, которые могут нанести ущерб ненамеренно. Одним из примеров могут служить на первый взгляд безобидные попытки пользователей получить доступ к ресурсу в обход мер безопасности. Из соображений удобства пользователи и службы также очень часто получают более широкие права, чем необходимо для работы. Хотя такой подход гарантирует пользователям доступ к ресурсам, необходимым для выполнения работы, он также увеличивает опасность успешной атаки на сеть.

**Аннотация**

Как уже было сказано во введении, управление безопасностью всех типов учетных записей в сети является важным аспектом управления рисками корпоративной сети среднего размера. Во внимание должны приниматься как внешние, так и внутренние угрозы. Решение по защите от таких угроз должно быть сбалансировано с точки зрения безопасности и функциональности сетевых ресурсов, соответствующей потребностям среднего бизнеса.

Данный документ поможет представителям среднего бизнеса осознать риски, связанные с административными учетными записями и учетными записями служб, учетными записями по умолчанию и учетными записями приложений. Приведенные сведения являются основой для разработки и реализации мер по снижению этих рисков. Для этого необходимо рассказать о сути этих учетных записей, о том, как их различать, как определять права, необходимые для работы, и как снижать риски, связанные с повышенными привилегиями учетных записей служб и администраторов.

В рамках инициативы корпорации Майкрософт «Защищенные компьютерные системы» используемые в Microsoft® Windows Server™ 2003 параметры по умолчанию рассчитаны на обеспечение защиты службы каталогов Active Directory® от различных угроз. Однако уровень безопасности учетных записей администраторов корпоративной сети среднего размера можно усилить еще больше, изменив некоторые их параметры. Кроме того, службы, не входящие в состав операционной системы Windows Server 2003 и устанавливаемые другими приложениями, также необходимо защитить. В данном документе описываются способы обеспечения безопасности этих учетных записей и служб, а также содержатся рекомендации по контролю над использованием и управлением административными полномочиями.